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or other authorized personnel for the 
purchase or activation of MTU or E- 
MTU, or for the participation in any 
NMFS VMS-approved fishery must be 
protected from unauthorized disclosure. 
Personally identifying information 
includes, but is not limited to, names, 
addresses, telephone numbers, social 
security account numbers, credit card 
numbers, vessel names, federal, state, 
and local documentation numbers, e- 
mail addresses, and crew lists. Any 
information sent electronically to the 
OLE must be transmitted by a secure 
means that prevents interception, 
spoofing, or viewing by unauthorized 
individuals. Any release of such 
information must be requested and 
approved in writing by the vessel 
owner, authorized personnel, or the 
OLE. Inadvertent or intentional 
unauthorized release of personally 
identifying information will be grounds 
for reconsideration and possible 
revocation of the type approval for any 
MTU supplied by the offending 
provider. 

Dated: January 25, 2008. 
Samuel D. Rauch III 
Deputy Assistant Administrator for 
Regulatory Programs, National Marine 
Fisheries Service. 
[FR Doc. E8–1662 Filed 1–30–08; 8:45 am] 
BILLING CODE 3510–22–S 

DEPARTMENT OF COMMERCE 

Patent and Trademark Office 

Submission for OMB Review; 
Comment Request 

The United States Patent and 
Trademark Office (USPTO) will submit 
to the Office of Management and Budget 
(OMB) for clearance the following 
proposal for collection of information 
under the provisions of the Paperwork 
Reduction Act (44 U.S.C. Chapter 35). 

Agency: United States Patent and 
Trademark Office (USPTO). 

Title: Post Registration (Trademark 
Processing). 

Form Number(s): PTO–1583, PTO/ 
TM/1583, PTO–1597, PTO–1963, PTO– 
4.16, PTO/TM/4.16. 

Agency Approval Number: 0651– 
0055. 

Type of Request: Revision of a 
currently approved collection. 

Burden: 21,097 hours annually, 
including 1,349 hours per year for 
Section 7 Requests. 

Number of Respondents: 133,587 
responses per year, including 3,800 
responses per year for Section 7 
Requests. 

Avg. Hours Per Response: The USPTO 
estimates that the public will require 

approximately 20 to 23 minutes (0.33 to 
0.38 hours) to supply the information 
required for a Section 7 Request, 
depending upon the amount and type of 
information requested in a particular 
case. 

Needs and Uses: This collection of 
information is required by the 
Trademark Act, 15 U.S.C. 1051 et seq., 
which provides for the Federal 
registration of trademarks, service 
marks, collective trademarks and service 
marks, collective membership marks, 
and certification marks. Individuals and 
businesses that use or intend to use 
such marks in commerce may file an 
application to register their marks with 
the United States Patent and Trademark 
Office (USPTO). Such individuals and 
businesses may also submit various 
communications to the USPTO, 
including requests to correct or amend 
their registrations. 

The USPTO is proposing to add one 
form to this information collection for 
Section 7 Requests (PTO–1597). 
Registrants may use a Section 7 Request 
to request a correction or amendment to 
the information appearing on the 
certificate of registration. Requests for 
changes that would result in a material 
alteration of the registration are not 
permitted under Section 7. Registrants 
may submit the proposed new form to 
the USPTO electronically through the 
USPTO Web site or submit the required 
information for the Section 7 Request to 
the USPTO on paper. 

Affected Public: Individuals or 
households, businesses or other for- 
profits, and not-for-profit institutions. 

Frequency: On occasion. 
Respondent’s Obligation: Required to 

obtain or retain benefits. 
OMB Desk Officer: David Rostker, 

(202) 395–3897. 
Copies of the above information 

collection proposal can be obtained by 
any of the following methods: 

• E-mail: Susan.Fawcett@uspto.gov. 
Include ‘‘0651–0055 copy request’’ in 
the subject line of the message. 

• Fax: 571–273–0112, marked to the 
attention of Susan Fawcett. 

• Mail: Susan K. Fawcett, Records 
Officer, Office of the Chief Information 
Officer, Customer Information Services 
Group, Public Information Services 
Division, United States Patent and 
Trademark Office, P.O. Box 1450, 
Alexandria, VA 22313–1450. 

Written comments and 
recommendations for the proposed 
information collection should be sent on 
or before March 3, 2008 to David 
Rostker, OMB Desk Officer, Room 
10202, New Executive Office Building, 
725 17th Street, NW., Washington, DC 
20503. 

Dated: January 24, 2008. 
Susan K. Fawcett, 
Records Officer, USPTO, Office of the Chief 
Information Officer, Customer Information 
Services Group, Public Information Services 
Division. 
[FR Doc. E8–1727 Filed 1–30–08; 8:45 am] 
BILLING CODE 3510–16–P 

COMMODITY FUTURES TRADING 
COMMISSION 

Sunshine Act Meetings 

TIME AND DATE: 1 p.m., Wednesday, 
March 5, 2008. 
PLACE: 1155 21st St., NW., Washington, 
DC, 9th Floor Commission Conference 
Room. 
STATUS: Closed. 
MATTERS TO BE CONSIDERED: Rule 
Enforcement Review. 
CONTACT PERSON FOR MORE INFORMATION: 
Sauntia S. Warfield, 202–418–5084. 

David A. Stawick, 
Secretary of the Commission. 
[FR Doc. 08–456 Filed 1–29–08; 1:03 pm] 
BILLING CODE 6351–01–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[DoD–2008–OS–0004] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Secretary, DoD. 
ACTION: Notice to amend two systems of 
records. 

SUMMARY: The Office of the Secretary of 
Defense is amending two systems of 
records notices in its existing inventory 
of record systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. 

DATES: This proposed action will be 
effective without further notice on 
March 3, 2008, unless comments are 
received which result in a contrary 
determination. 

ADDRESSES: Send comments to the OSD 
Privacy Act Coordinator, Records 
Management Section, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Cindy Allard at (703) 588–2386. 
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
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Federal Register and are available from 
the address above. 

The specific changes to the record 
systems being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report. 

Dated: January 24, 2008. 
L.M. Bynum, 
Alternative OSD Federal Register Liaison 
Officer, Department of Defense. 

S322.70 DMDC 

SYSTEM NAME: 
Defense Biometric Identification Data 

System (DBIDS) (November 18, 2004, 69 
FR 67552). 

CHANGES: 
* * * * * 

SYSTEM IDENTIFIER: 
Delete entry and replace with ‘‘DMDC 

10’’. 
* * * * * 

CATEGORIES OF RECORDS COVERED BY THE 
SYSTEM: 

Delete the word ‘‘index’’. 
Added to entry ‘‘iris scan, hand 

geometry template, and vehicle 
identification number (VIN)’’. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Delete from entry ‘‘23 U.S.C. 401 et 

seq. National Highway Safety Act of 
1966.’’ 

PURPOSE(S): 
Delete entry and replace with ‘‘To 

support DoD physical security and 
access control programs, the 
information assurance program, used for 
identity verification purposes, to record 
personal property registered with the 
Department, and for producing 
installation management reports.’’ 
* * * * * 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSE OF SUCH USERS: 

Delete entry and replace with ‘‘In 
addition to those disclosures generally 
permitted under 5 U.S.C. 552a(b) of the 
Privacy Act, these records or 
information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the OSD 
compilation of systems of records 
notices apply to this system.’’ 
* * * * * 

NOTIFICATION PROCEDURE: 
Delete entry and replace with 

‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the Privacy 
Act Officer, Office of Freedom of 
Information, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155. 

Written requests should contain the 
full name, Social Security Number 
(SSN), date of birth, and current address 
and telephone number of the 
individual.’’ 

RECORD ACCESS PROCEDURES: 
Delete entry and replace with 

‘‘Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Privacy Act Officer, 
Office of Freedom of Information, 
Washington Headquarters Services, 
1155 Defense Pentagon, Washington, DC 
20301–1155. 

Written requests should contain the 
full name, Social Security Number 
(SSN), date of birth, and current address 
and telephone number of the 
individual.’’ 

CONTESTING RECORDS PROCEDURES: 
Delete entry and replace with ‘‘The 

OSD rules for accessing records, for 
contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the Privacy Act 
Officer, Office of Freedom of 
Information, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155.’’ 
* * * * * 

DMDC 10 

SYSTEM NAME: 
Defense Biometric Identification 

System (DBIDS). 

SYSTEM LOCATION: 
Defense Manpower Data Center, 400 

Gigling Road, Seaside, CA 93955 6771. 
For a list of backup locations, contact 
the system manager. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Active duty, Reserve, and Guard 
personnel from the Armed Forces and 
their family members; retired Armed 
Forces personnel and their families; 
DoD and non-DoD employees and 
dependents, U.S. residents abroad, 
foreign nationals and corporate 
employees and dependents who have 
access to U.S. installations in the 
continental U.S. and overseas. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
The system includes personal data to 

include name, grade, Social Security 
Number, status, date and place of birth, 
weight, height, eye color, hair color, 
gender, passport number, country of 
citizenship, geographic and electronic 
home and work addresses and 
telephone numbers, marital status, 
fingerprints, photographs, iris scans, 
hand geometry template and 
identification card issue and expiration 
dates. The system also includes vehicle 
information such as manufacturer, 
model year, color and vehicle type, 
vehicle identification number (VIN), 
license plate type and number, decal 
number, current registration, automobile 
insurance data, and driver’s license 
data. The system also contains data on 
government-issued and personal 
weapons such as type, serial number; 
manufacturer, caliber, firearm 
registration date, and storage location 
data to include unit, room, building, 
and phone number. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301 Departmental 

regulations; 10 U.S.C. 113, Secretary of 
Defense, Note at Public Law 106–65; 10 
U.S.C. 136, Under Secretary of Defense 
for Personnel and Readiness; 18 U.S.C. 
1029, Fraud and related activity in 
connection with access devices; 18 
U.S.C. 1030, Fraud and related activity 
in connection with computers; 40 U.S.C. 
Chapter 25, Information technology 
management; 50 U.S.C. Chapter 23, 
Internal Security; Public Law 106–398, 
Government Information Security Act; 
Public Law 100–235, Computer Security 
Act of 1987; Public Law 99–474, 
Computer Fraud and Abuse Act; E.O. 
12958, Classified National Security 
Information as amended by E.O., 13142 
and 13292; E.O. 10450, Security 
Requirements for Government 
Employees; and E.O. 9397 (SSN). 

PURPOSE(S): 
To support DoD physical security and 

access control programs, the 
information assurance program, used for 
identity verification purposes, to record 
personal property registered with the 
Department, and for producing 
installation management reports. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSE OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 552a 
(b) of the Privacy Act, these records or 
information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a (b)(3) as follows: 
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The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the OSD 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING AND DISPOSING OF 
RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records in file folders and 

electronic storage media. 

RETRIEVABILITY: 
Retrieved primarily by name, Social 

Security Number (SSN), vehicle 
identifiers, or weapon identification 
data. However, data may also be 
retrieved by other data elements such as 
passport number, photograph, 
fingerprint data, and similar elements in 
the database. 

SAFEGUARDS: 
Computerized records are maintained 

in a controlled area accessible only to 
authorized personnel. Entry is restricted 
by the use of locks, guards, and 
administrative procedures. Access to 
personal information is limited to those 
who require the records in the 
performance of their official duties, and 
to the individuals who are the subjects 
of the record or their authorized 
representatives. Access to personal 
information is further restricted by the 
use of unique logon and passwords, 
which are changed periodically. 

RETENTION AND DISPOSAL: 
Disposition pending. 

SYSTEM MANAGER(S) AND ADDRESS: 
Director, Defense Manpower Data 

Center, 1600 Wilson Boulevard, Suite 
400, Arlington VA 22209–2593, 

Deputy Director, Defense Manpower 
Data Center, DoD Center Monterey Bay, 
400 Gigling Road, Seaside, CA 93955– 
6771. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the Privacy 
Act Officer, Office of Freedom of 
Information, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155. 

Written requests should contain the 
full name, Social Security Number 
(SSN), date of birth, and current address 
and telephone number of the individual. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system should address written 
inquiries to the Privacy Act Officer, 
Office of Freedom of Information, 

Washington Headquarters Services, 
1155 Defense Pentagon, Washington, DC 
20301–1155. 

Written requests should contain the 
full name, Social Security Number 
(SSN), date of birth, and current address 
and telephone number of the individual. 

CONTESTING RECORDS PROCEDURES: 
The OSD rules for accessing records, 

for contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the Privacy Act 
Officer, Office of Freedom of 
Information, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155. 

RECORD SOURCE CATEGORIES: 
Data is collected from existing DoD 

databases, the Military Services, DoD 
Components, and from the individual. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

S322.60 DMDC 

SYSTEM NAME: 
Archival Purchase Card File 

(November 16, 2004, 69 FR 67112). 

CHANGES: 

* * * * * 

SYSTEM IDENTIFIER: 
Delete entry and replace with ‘‘DMDC 

09’’. 
* * * * * 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Delete entry and replace with ‘‘In 
addition to those disclosures generally 
permitted under 5 U.S.C. 552a(b) of the 
Privacy Act, these records or 
information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the OSD 
compilation of systems of records 
notices apply to this system.’’ 
* * * * * 

NOTIFICATION PROCEDURE: 
Delete entry and replace with 

‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the Privacy 
Act Officer, Office of Freedom of 
Information, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155. 

Written requests should contain the 
full name, Social Security Number 

(SSN), date of birth, and current address 
and telephone number of the 
individual.’’ 

RECORD ACCESS PROCEDURES: 
Delete entry and replace with 

‘‘Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Privacy Act Officer, 
Office of Freedom of Information, 
Washington Headquarters Services, 
1155 Defense Pentagon, Washington, DC 
20301–1155. 

Written requests should contain the 
full name, Social Security Number 
(SSN), date of birth, and current address 
and telephone number of the 
individual.’’ 

CONTESTING RECORD PROCEDURES: 
Delete entry and replace with ‘‘The 

OSD rules for accessing records, for 
contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the Privacy Act 
Officer, Office of Freedom of 
Information, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155.’’ 
* * * * * 

DMDC 09 

SYSTEM NAME: 

Archival Purchase Card File. 

SYSTEM LOCATION: 
Defense Manpower Data Center, DoD 

Center Monterey Bay, 400 Gigling Road, 
Seaside, CA 93955–6771. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

All DoD military members and 
civilian purchasing agents who have 
been issued credit purchase cards and/ 
or granted approving authorization for 
the procurement of supplies, 
equipment, and services for official 
business. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

The system includes cardholder 
name, credit purchase card account 
number, billing address, work telephone 
number, and merchant data; approving 
official name, account number, work 
telephone number and addresses; and 
account processing and management 
information, including charge purchase 
card transactions, purchase and credit 
limitations, and card cancellation status 
indictor. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. 301, Departmental 
Regulations; 10 U.S.C. 136, Under 

VerDate Aug<31>2005 18:07 Jan 30, 2008 Jkt 214001 PO 00000 Frm 00031 Fmt 4703 Sfmt 4703 E:\FR\FM\31JAN1.SGM 31JAN1rw
ilk

in
s 

on
 P

R
O

D
1P

C
63

 w
ith

 N
O

T
IC

E
S



5820 Federal Register / Vol. 73, No. 21 / Thursday, January 31, 2008 / Notices 

Secretary of Defense for Personnel and 
Readiness; 10 U.S.C. 2358, Research and 
Development Projects; and 10 U.S.C. 
2784, Management of Credit Cards. 

PURPOSE(S): 
The purpose of the system of records 

is to provide a single central file of 
credit purchases within the Department 
of Defense to assess historical purchase 
card data. 

For card recovery purposes, the 
system is used to identify former card 
holders who failed to properly turn in 
cards. Data from the system is also 
provided to the Defense Finance and 
Accounting Service for reporting credit 
purchase card transactions to 
appropriate authorities. Statistical data 
is used by management for planning, 
evaluation, and program administration 
purposes. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the OSD 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic storage media. 

RETRIEVABILITY: 
Retrieved by name or credit card 

purchase account number. 

SAFEGUARDS: 
Access to personal information is 

restricted to those who require access to 
the records in the performance of their 
official duties. Access to personal 
information is further restricted by the 
use of passwords which are changed 
periodically. Physical entry is restricted 
by the use of locks, guards, and 
administrative procedures. Employees 
are warned through screen log-on 
protocols and periodic briefings of the 
consequences of improper access or use. 

RETENTION AND DISPOSAL: 
Records are deleted 6 years and 3 

months after final payment or when no 
longer needed, whichever is later. 

SYSTEM MANAGER(S) AND ADDRESS: 
Deputy Director, Defense Manpower 

Data Center, DoD Center Monterey Bay, 

400 Gigling Road, Seaside, CA 93955– 
6771. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the Privacy 
Act Officer, Office of Freedom of 
Information, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155. 

Written requests should contain the 
full name, Social Security Number 
(SSN), date of birth, and current address 
and telephone number of the individual. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Privacy Act Officer, 
Office of Freedom of Information, 
Washington Headquarters Services, 
1155 Defense Pentagon, Washington, DC 
20301–1155. 

Written requests should contain the 
full name, Social Security Number 
(SSN), date of birth, and current address 
and telephone number of the individual. 

CONTESTING RECORD PROCEDURES: 

The OSD rules for accessing records, 
for contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the Privacy Act 
Officer, Office of Freedom of 
Information, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155. 

RECORD SOURCE CATEGORIES: 

The military services, the Defense 
components, financial institutions, 
merchants, and cardholders. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

[FR Doc. E8–1742 Filed 1–30–08; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[DoD–2008-OS–0003] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Secretary, DoD. 
ACTION: Notice to Alter a System of 
Records. 

SUMMARY: The Office of the Secretary of 
Defense is altering a system of records 
notice in its existing inventory of record 

systems subject to the Privacy Act of 
1974, (5 U.S.C. 552a), as amended. 
DATES: This proposed action will be 
effective without further notice on 
March 3, 2008 unless comments are 
received which result in a contrary 
determination. 

ADDRESSES: Send comments to the 
Office of the Secretary of Defense, 
Privacy Act Coordinator, Records 
Management Section, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Cindy Allard at (703) 588–2386. 
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a (r), of the 
Privacy Act of 1974, as amended, was 
submitted on January 24, 2008, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427). 

Dated: January 24, 2008. 
L.M. Bynum, 
Alternative OSD Federal Register Liaison 
Officer, Department of Defense. 

DMDC 01 

SYSTEM NAME: 

Defense Manpower Data Center Data 
Base (October 1, 2007, 72 FR 189). 

CHANGES: 

* * * * * 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Add to routine use #5. To the Social 
Security Administration (SSA), ‘‘d. To 
the Office of Disability and Income 
Security Programs wounded military 
service members and veterans for the 
purpose of expediting disability 
processing.’’ 
* * * * * 

DMDC 01 

SYSTEM NAME: 

Defense Manpower Data Center Data 
Base. 
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